Attachment 7 - Technical Evaluation Table

	Services &  Deliverables  Section
	Requirement
	Vendor Support (Fully, Partly, or Not at all)?
	Explanation (if no fully, please explain your solutions) 

	2.1
	Vendor will provide a scanning and imaging process with the resulting images being sent to the Court for import into a document repository. All images shall include the associated indexing metadata for import and retrieval purposes.
	
	

	2.2
	Vendor will do the pre-production preparation and packing of documents for transfer to the vendor’s work site including packing and indexing the files being packed.
	
	

	2.3
	Vendor will pick up the loaded, labeled and indexed boxes from various Court locations.
2.3.1  Vendor will prepare the documents for scanning by removing staples and other binding, inspecting and repairing pages as needed. Items that are smaller than 8 ½ x 11 paper size should be taped to an 8 ½ x 11 sheet of paper.
2.3.2  Each case (record) will be saved as one or more PDF document(s). The PDF(s) will be named according to the file naming protocol in section 2.3.
2.3.3  Vendor will store and maintain files in a secure storage space with fire and burglar alarm protections until the Court has reviewed the scanned documents for quality control purposes. Disposition of the scanned records will be determined in the contract. Additionally, the Court would like to see pricing on returning the files and possibly reassembling them. Vendor is invited to address the option for vendor to arrange records destruction (shredding) at their location including feasibility of doing so, the procedures involved, and the associated costs.
	
	

	2.4
	The vendor will deliver completed image files periodically, to be defined by the Court, to the Court via a medium compatible with the Court’s system.
	
	




	2.5
	Secured Area: The vendor must be able to store all of the documents at its production facility in a secured area. Work performed (scanning/duplicating/copying, binding, and packing, etc.) must also be accomplished in a secured area within the vendor’s facility. The general public must not be able to access or view documents being processed.  All retained copies/furnished materials shall be stored in locked containers, and shall be located in a locked or secured area during non-duty hours. The Court will make periodic unannounced site visits to confirm that security measures are in compliance with contract requirements.
2.5.1  Accordingly, the release of any of the Court’s documents to any person or party not expressly authorized by the Court is strictly prohibited. The vendor shall take all appropriate actions and measures to minimize exposure of the furnished materials to a minimum number of employees. The vendor will be required to account for all furnished originals and manufactured copies. Unless otherwise indicated, all extra copies (in any format), waste, spoilage sheets, and so forth are to be destroyed beyond recognition and reconstruction. All electronic files and data shall be completely purged from all data storage components of the vendor's computer facility.
	
	

	2.6
	The vendor shall cooperate with the Court if the Court wishes to require background checks on vendor’s personnel by obtaining, at no additional cost, all releases, waivers, and permissions the Court may require. Vendor shall not assign personnel who refuse to undergo a background check. Vendor shall provide prompt notice to the Court of (i) any person who refuses to undergo a background check, and (ii) the results of any background check requested by the Court and performed by vendor. Vendor shall ensure that the following persons are not assigned to perform services for the Court: (a) any person refusing to undergo such background check, and (b) any person whose background check results are unacceptable to vendor or that, after disclosure to the Court, the Court advises are unacceptable to the Court.
	
	




	2.7
	Vendor shall ensure that the contents of the Court documents are not disclosed to any person or agency not entitled to receive said content by law. Pursuant to the Privacy Act, any vendor employee who willfully discloses the content of the retained Court documents to any person or agency not entitled to receive it shall be subject to criminal penalty and a fine.
	
	

	2.8
	Safe Custody: The vendor has the responsibility to ensure that all copy materials remain in safe custody from the time they are picked up until the time they are returned.
2.8.1	Safe custody ensures the legal documents remain in the sealed boxes until they arrive at the vendor’s secured area within vendor’s facility. The legal document boxes and litigation copy boxes must always remain in view of authorized personnel. No unauthorized personnel are to handle the boxes.
	
	

	2.9
	Vehicles that the vendor uses to transport boxes must be locked at all times unless loading and unloading boxes. If authorized personnel must make more than one trip to load or unload boxes, the vendor must have another authorized person guarding the boxes in the vehicle. Boxes in a locked vehicle left unattended by an authorized person are in direct violation of the contract. The only time the boxes can be left unattended is in the secured area of the vendor’s facility.
	
	

	2.10
	The vendor must provide a procedure for safeguarding documents and chain of custody. The procedure should set forth all precautions that will be taken to ensure integrity of documents.
	
	

	2.11
	Description of Documents to be Scanned - The Court files consist of several different types of documents for scanning. Below are some common examples:
  • Letter size documents (this represents the majority of the contents of the files)
  • Legal size documents
  • Judges notes on varying sizes of paper
  • Tabbed paper exhibits
  • Sealed envelopes with confidential information
  • Letters received with attached envelopes
  • Spiral Bound or otherwise bound transcripts, briefs, etc.
      o File folders with stamped or written information on the outside and inside covers
	
	

	2.12.1
	Documents are to be scanned from front to back as presented in the file folder.
	
	

	2.12.2
	Vendor must provide images in PDF or PDF/A-3, the latest standard format. Vendor is invited to provide cost estimate for converting the imaged PDF files to OCR text searchable.
	
	

	2.12.3
	Scan at 300 dpi. Size of each PDF file shall not exceed 50MB. Multiple volumes should be created for large files to stay under this maximum. If changing the size of the file would significantly impact your pricing, please include the pricing for different size files.
	
	

	2.12.4
	Each individual file created of imaged documents must contain the following identifiers in the file name: Case number and index [e.g., SCR-123456_001_C (with C indicating that the document is confidential)]. Transcripts will be a third category beyond the confidential/non-confidential distinction, and these documents will be named with a suffix “T” at the end. File name should not contain any special characters.
	
	

	2.12.5
	Duplex scan to capture both front and back of document when needed.
	
	

	2.12.6
	Color images must be viewable quality so that detail in the image is captured. NOTE: Vendor is invited to offer suggestions on how best to scan color photos to maintain the quality and detail of an image while striving to reduce size of the electronic image (i.e. keep them in color or copy in gray-scale).
	
	

	2.12.7
	Images must be oriented correctly for viewing.
	
	

	2.12.8
	Text must be readable up to the edge of the document.
	
	

	2.12.9
	All images will be checked for quality. Any adjustments that are needed to remove or minimize skews or speckles on image, without affecting image readability, will be made prior to delivery to the Court. Vendor will ensure that documents are in correct order and of the highest professional quality. If documents need to be rescanned, it will be done at no additional cost to the Court.
	
	




	2.12.10	
	Index metadata must be included with each file and capable of import into the Court’s document repository. The Court will provide a template for the data entry.  Data to be captured in the metadata includes:
  • Case number (including prefixes and suffixes)
  • Defendant or plaintiff name
  • Document type (supplier by the Court – Tyler Odyssey case event)
  • Accessibility and document type identifier: Non-confidential (N), confidential (C), and transcript (T)
  • Folder/subfolder path to document location (folder structure provided by the Court, by case type and year of filing, for example)
  • Total number of pages within the document
  • A date value associated with the case (defined by the Court such as case filing date)
	
	

	2.12.11
	For cases that will be converted into the new case management system, the Court will provide a database containing some of the data elements listed above for purpose of automating the indexing process. The vendor will consult with the Court in using the most efficient method to complete the indexing process.
	
	

	2.12.12
	There are also cases whose imaged files will be stored primarily as archive and may be converted into the case management system on an as needed basis. Limited amount of electronic data exists for these cases for purpose of capturing metadata.
	
	

	2.13.1
	Case files generally contain confidential and non-confidential documents. Most files have confidential information contained within a confidential envelope, in some files, the confidential documents are attached to the left side of the file folder and the non-confidential documents are attached to the right side of the file folder.  In some files, the entire file is treated as confidential. For each case file, confidential and non-confidential documents will be scanned into two separate files, labeled with the same case identifier but different associated accessibility identifier (i.e., C=confidential and N=non-confidential). Transcripts in a case file, as noted in 2.3.5, will be scanned into a separate file with an identifier T.
	
	

	2.13.2
	Each document in a case is scanned into a single file.
	
	




	2.13.3
	Fragile or other type documents that require special handling shall be processed in the safest way so as to protect the integrity of the original document and ensure readability in the electronic format. This may include photocopying the original fragile document first then scanning the photocopied version of the document when necessary. Vendor shall address their process on handling these types of documents and provide a separate line item for an estimated cost for this special handling.
	
	

	2.13.4
	Court or statutorily sealed documents in folders marked “Sealed” will be processed by the Court and not by the Vendor. A process will be set up for the Vendor to handle these documents.
	
	

	2.14
	Compact discs, microfiche, microfilm, slides, and other similar storage medium will not be included in this RFP. Please exclude this information from your response to this RFP.
	
	

	2.15
	Quality Control by Vendor. Vendor shall address in their proposal their procedures for quality control of the scanned documents specifically setting out the procedures for ensuring image quality and all pages scanned.
	
	

	2.16
	The following specifications regarding the scanning process are to be addressed in the proposal with a description as to how this process is performed or a recommendation on how to process and its associated cost (included as a separate line item in the cost proposal):
  • Handling of unique sized or type of documents that cannot be fed directly for scanning.
  • Handling of confidential and/or sealed records
  • Pocket file folders and file folders with printing on the front and/or back on the inside and/or outside.
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